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4.3.1 – Institution frequently updates its IT facilities and Provides 

sufficient bandwidth for internet connection. 

With the increasing demand for internet access in educational 

campuses due to evolving standard of education and flexibility offered 

by the Internet - universities, colleges, educational institutes etc., are 

keenly stepping forward to setup secured and stable wired or Wi-Fi 

network campus for the students. 

We have set up a whole campus with different Wi-Fi zones in each 

campus to access Wi-Fi easily. 

Computer lab is well-equipped with assembled PC's adequately 

supported by 60 Mbps leased lines for internet connectivity. It is also 

equipped with a wide range of licensed system software and application 

software. The entire campus is connected with LAN. 

4.3.1  

QlM 

LAN facility: 3-Layer Switching (Core, Distributed and Access) 

model is implemented. Core layer switches in the buildings are 

connected with the Optical Fibre Ring Network (1.75Km Ring). This 

core switching is further extended to Distributed Switching for 

departments. Where 100/1000 Mbps (Gigabit Switches) are installed. 

As per the requirements of access point 10/100 (Megabits) or 100/1000 

(Gigabit Switches) are used. 
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Wi-Fi facility: IT department extend the complete support to the 

students. It is made available by setting and installing the Wi-Fi 

zones at various locations such as Library, Department corridors and 

at the Class rooms. Staff and Students can access this facility on their 

Laptops by registering themselves. The institute has currently Wi-Fi 

access points to provide the Wi-Fi internet access through Wi-Fi 

zones. The connectivity through a fully networked campus with 

state-of-the-art IT infrastructure, computing & communication 

resources, offers students the facilities of e-mail, net surfing, 

up/down loading of web based application, besides helping them in 

preparing projects & seminars. 

 

Also using Fortinet firewall to prevent illegal access of internet. 

Continuously assesses the risks and automatically adjusts to provide 

comprehensive real-time protection across the digital attack surface. 

These include secure sockets layer (SSL) inspection (including 

TLS1.3), web filtering, and intrusion prevention (IPS) to provide full 

visibility and protection for any edge. Gateway Anti- Virus, Anti- 

Spyware & Anti-Spam, Intrusion Prevention System (IPS), Content 

& Application Filtering, Web Application Firewall, Application 

Visibility & Control, Bandwidth Management, Multiple Link 

Management for Load Balancing and Gateway Failover, over a 

single platform. 
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Fortinet offers visibility and control over 2000+ key applications. It 

offers complete visibility on which applications are being accessed 

within the organization and by which user, irrespective of their ports 

and protocols. This stops sophisticated application-layer threats right 

at the network perimeter, ensuring Application Security. 

 

Intercom Facility: The campus is well connected with a well-

planned Telecom Network with intercom facilities is provided. 

Additional BSNL land line connections are available. 

 

Bandwidth for internet connection: 

Better Bandwidth is provided in the form of BSNL & ACT internet 

connection which is sufficient to fulfil the purpose. 
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(Specfications & configuaration) 

Details Number CONFIGURATION 

 

 

 

 

ASSEMBLED CPU 

 

                    42 

 

I5 PROCESSOR, 8 GB 

RAM, 1 TB HDD 

 

 

                    30 

DUAL CORE 

PROCESSOR, 2 GB 

RAM, 500 HARD 

DISC 

THIN CLIENT 40 ---------- 

UNIX SERVER 1 ---------- 

 

INTERNET (ACT) 

1 GIGA BYTE (1000 

MBPS) 

---------- 

CCTV 2 ---------- 

TOTAL MONITER 112 ---------- 

KEYBOARD 112 ---------- 

MOUSE 112 ---------- 

  ---------- 

NETWORKS SWITCH 42 PORT(2 no’s) ---------- 

CHAIRS 102 ---------- 

WATCH 2 No ---------- 

MODEM 1 No ---------- 

DELL - 20 INCH MONITER 80 Nos ---------- 

SAMSUNG -15 INCH 32 Nos ---------- 



6 
 

Maintenance report by Pinnacle InfoTech  



7 
 

 

Bandwidth Details in the campus  



8 
 

BSNL Internet connection details  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



9 
 

 



10 
 

 

 



11 
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